Think 2wise!
Make sure you don’t send a message that you would regret later. Remember, all your messages can be read/traced. Verify the caller or texter. Don’t respond to numbers you don’t know.

YBS (You’ll be sorry)
Do not send picture messages to people who you only know online. If someone asks you to do so, talk to your parents.

Smart socializing
Once you post a text, photo or a video, they are tough to take back. They can be copied and pasted elsewhere, and can be used in any way. They can even create a fake profile of you or your friend. Apps on your phone can read everything. Be careful what you type.

OMG, it’s not true!
Be wary of accepting offers that sound too good to be true. Don’t click any link or reply to that message.

GTR (Got to Report)
If the phone goes missing, ask your parents to contact your network provider as soon as possible. You may also need to contact the police if you are suspicious of theft.

IdontCQ
Ignore all nasty messages. If you receive a call, text message, picture or a voicemail message— that makes you uncomfortable, tell an adult you trust.

Are you smarter than your smartphone?

Be smart. It’s your call. You have to be in control.
Mobile phones are great for keeping in touch with family and friends. But there are a few things you need to bear in mind to use them responsibly.

Photo Problems
Before you snap someone’s picture, take a video, ask if it’s OK. Don’t post someone’s photo from your cell phone without their permission. Be aware, too, of people randomly taking pictures at parties, common places, etc. You may not want to be tagged in their social-network photo albums! Check your privacy settings in social networking sites.

Phones are personal
Letting other people use your phone when you’re not around is like letting them have the password to your social network profile. It’s a very good idea to lock your phone when you’re not using it. Do not give out your personal information if others can hear you. Don’t give your mobile number to people you don’t trust.

Bullying by phone
Because people socialize on cellphones as much as online, cyber bullying can be done on the mobile too. Treat people on phones and the web the way you would in person.

F2F (FacetoFace)
It’s always better to address important issues in person.

Location sharing
Share your location only with friends you know in person, and get to know the service’s privacy features!